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1 . OBJETIVO

Establecer los criterios, lineamientos y controles que se deben cumplir para la recolección y manejo de datos los datos personales que realice CIUDAD LIMPIA BOGOTA S.A.E.S.P.
2 . ALCANCE

El procedimiento aplica para todas las áreas de la empresa, que en el ejercicio de sus funciones o actividades recolecten datos personales, en cuyo caso se deberá obtener la autorización para el tratamiento de estos.
3 . DEFINICIONES
3.1 Autorización: Consentimiento previo, expreso e informado del Titular para llevar a cabo el Tratamiento de datos personales.

3.2 Base de Datos: Conjunto organizado de datos personales que sea objeto de Tratamiento.

3.3 Conductas Inequívocas: Acción o comportamiento de una persona que no admite duda o equivocación. 

3.4 Dato personal: Cualquier información vinculada o que pueda asociarse a una o varias personas naturales determinadas o determinables.
3.5 Dato Público: Es uno de los tipos de datos personales existentes. Son considerados datos públicos, entre otros, los datos relativos al estado civil de las personas, a su profesión u oficio y a su calidad de comerciante o de servidor público. Por su naturaleza, los datos públicos pueden estar contenidos, entre otros, en registros públicos, documentos públicos, gacetas y boletines oficiales y sentencias judiciales debidamente ejecutoriadas que no estén sometidas a reserva.

3.6 Dato Semiprivado: Son los datos que no tienen naturaleza íntima, reservada, ni pública y cuyo conocimiento o divulgación puede interesar no solo al titular sino a cierto sector o a la sociedad en general. Los datos financieros y crediticios de la actividad comercial o de servicios, son algunos ejemplos.

3.7 Dato Privado: Es el dato que por su naturaleza íntima o reservada solo es relevante para el titular. Los gustos o preferencias de las personas, por ejemplo, corresponden a un dato privado.

3.8 Datos Sensibles: Son aquellos que afectan la intimidad del titular o pueden dar lugar a que lo discriminen, es decir, aquellos que revelan su origen racial o étnico, su orientación política, las convicciones religiosas o filosóficas, la pertenencia a sindicatos, organizaciones sociales, de derechos humanos, así como los datos relativos a la salud, a la vida sexual, y los datos biométricos, entre otros.

3.9 Encargado del Tratamiento: Persona natural o jurídica, pública o privada, que por sí misma o en asocio con otros, realice el Tratamiento de datos personales por cuenta del responsable del Tratamiento.
3.10 Incidente de seguridad de la información: Evento que compromete o puede comprometer la confidencialidad, integridad o disponibilidad de los datos personales. 

La gestión de estos incidentes se realizará conforme al procedimiento PTI-03 Gestión de Incidentes de Seguridad de la Información.

3.11 Responsable del Tratamiento: Persona natural o jurídica, pública o privada, que por sí misma o en asocio con otros, decida sobre la base de datos y/o el Tratamiento de los datos.
3.12 Titular: Persona natural cuyos datos personales sean objeto de Tratamiento.
4 . DOCUMENTOS UTILIZADOS Y REFERENCIADOS

	TIPO DE DOCUMENTO
	CÓDIGO
	NOMBRE

	Procedimiento 
	PTH-05
	Procedimiento de selección de personal

	Formato
	FTH-39
	Consentimiento Informado Visita Domiciliaria

	Formato
	FTH-48
	Consentimiento informado tratamiento de datos personales

	Manual
	MCM-01
	Manual de gestión comercial

	Formato
	FCM-02
	Acta de Visita

	Formato
	FCM-03
	Aforo de los residuos

	Formato
	FCM-06
	Tiquete de correspondencia

	Formato
	FCM-07
	Acuerdo de pago

	Formato
	FCM-08
	Comprobante de radicación

	Formato
	FCM-09
	Auto de ampliación de términos

	Formato
	FCM-10
	Citación

	Formato
	FCM-12
	Notificación por aviso

	Formato
	FCM-13
	Constancia de notificación personal

	Formato
	FCM-14
	Formato de actualización organizaciones y/o asociaciones de recicladores y ECAS

	Acta
	FOP-10
	Acta de reunión

	Formato
	FOP-11
	Formato de actividad Informativa

	Lista
	FOP-14
	Lista de asistencia

	
	
	

	
	
	

	
	
	


5 RECOLECCION DE LOS DATOS PERSONALES
Hace referencia a cualquier procedimiento interno o externo de la empresa para la recopilación de la información personal de los titulares. La recolección de los datos puede hacerse por diferentes canales y, según el caso, podría ser por medio físico o electrónico; cualquiera que sea el método de recolección de los datos deberá contar con la autorización o consentimiento de la persona o titular de la información.
Todo procedimiento que implique la recolección de datos deberá garantizar que:

· Se informe claramente la finalidad del tratamiento.

· Se obtenga y conserve la autorización expresa del titular.

· Se registre la evidencia de la autorización como parte del expediente documental.

5.1 Medios para la recolección de datos personales.

Los medios usados para la recolección de datos personales son:

a) Formularios físicos.
b) Formularios Digitales o en aplicativos.
c) Chat institucional o WhatsApp corporativo.
d) Grabación de voz en los canales autorizados.
e) Cookies o trazas digitales.
f) Grabación de videos
	AREA
	FUNCIONARIO ENCARGADO 

	Comercial (CAU)
	Visitador comercial

	Operativa
	Coordinador de relaciones con la comunidad

	Compras
	Jefe Nacional de compras

	Talento Humano 
	Selección 


6 AUTORIZACIÓN PARA EL TRATAMIENTO DE DATOS PERSONALES

Es el consentimiento que da cualquier persona para que las empresas o personas responsables del tratamiento de la información, puedan utilizar sus datos personales.
 
De acuerdo con la anterior definición, todas las áreas de la empresa que en el ejercicio de sus funciones o actividades recolecten datos personales, deberán incluir en su procedimiento la obtención de la autorización en el momento de la captura de la información; así mismo se deberá informar al titular de los datos la finalidad para la cual se estarían recolectando sus datos, es decir, que el titular apruebe y sepa para qué y cómo la empresa utilizara esa información. Adicionalmente se deberá dejar evidencia de tal autorización la cual deberá archivarse con el fin de que esta esté disponible para posteriores consultas.
7 DISPOSICIONES GENERALES PARA LA OBTENCIÓN DE L A AUTORIZACIÓN 
7.1 Toda recolección, recopilación, captura, registro, uso y almacenamiento de datos personales que realice CIUDAD LIMPIA BOGOTA S.A.E.S.P. en el desarrollo de sus actividades, y de aquellas finalidades dispuestas en la Política de Datos Personales, requiere de los titulares un consentimiento libre, previo, expreso, inequívoco e informado.
7.2 De acuerdo con lo anterior, la empresa ha puesto a disposición de los titulares la autorización para el tratamiento de sus datos personales en los diversos procesos o actividades en los cuales realiza la recolección del dato, tanto de manera física como digital, a través de diversos modelos de autorizaciones o avisos de privacidad en donde se informa al titular sobre la captura o recolección de sus datos personales, el tratamiento al cual serán sometidos incluyendo las finalidades, sus derechos, los canales por medio de los cuales puede ejercer  sus derechos y la información relacionada sobre la Política de Protección de Datos Personales de CIUDAD LIMPIA BOGOTA S.A.E.S.P..
7.3 En todos los casos la obtención de la autorización se realizará bajo cualquiera de las diferentes modalidades que establece la normatividad legal vigente, teniendo en cuenta la naturaleza o método de cada uno de los canales de captura o recolección de la información, y el modo en que la misma es obtenida, es decir, si es a través de un canal escrito, uno verbal o mediante conductas inequívocas del titular de la información, las cuales permiten concluir a los responsables que se otorgó la autorización.
7.4 Es importante tener en cuenta que en todos los casos la Empresa debe custodiar las autorizaciones obtenidas para el tratamiento de los datos personales, dado que ésta hace parte de las pruebas exigidas por la Superintendencia de Industria y Comercio. Teniendo en cuenta lo anterior, se deberán guardar los formatos físicos en donde existan autorizaciones o consentimientos, el registro de llamadas o de los formularios web en los cuales se da trazabilidad sobre la aceptación del tratamiento.

7.5 El funcionario encargado de la recolección de los datos deberá contar con la autorización del titular al momento de la captura de los datos, esta autorización deberá estar plasmada en el formato utilizado para la recolección o adjunta dependiendo del proceso o actividad en donde se manejen datos personales. (Aplica para todos los procedimientos en los cuales es posible obtener la autorización del titular en medio físico)
8  RESUMEN DE CAMBIOS

	EDICION 
	FECHA EDICION
	DESCRIPCIÓN DE CAMBIOS

	ICI-01
	30/SEP/2022
	Creación de instructivo 

	ICI-01
	15/OCT/2025
	Inclusión del PTI-03 Gestión de Incidentes de la Seguridad de la Información  

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


� � HYPERLINK "https://www.sic.gov.co/sites/default/files/files/Nuestra_Entidad/Publicaciones/Cartilla_formatos_datos_Personales_nov22.pdf" �https://www.sic.gov.co/sites/default/files/files/Nuestra_Entidad/Publicaciones/Cartilla_formatos_datos_Personales_nov22.pdf� 





	REVISÓ:

OFICIAL PROTECCIÓN DE DATOS PERSONALES
	 APROBÓ:
GERENTE GENERAL



[image: image1.jpg]